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How to Talk To Your
Kids About ...
INTERNET SAFETY & SOCIAL MEDIA
A Conversational Guide for Parents and Caregivers

Children of all ages today have greater access to devices including but not limited to smartphones, tablets, and gaming consoles. Today,
97% of teens say they use the internet daily, compared with 92% of teens in 2014-15 who said the same (Teens, Social Media and
Technology 2022, Pew Resarch Center). The landscape of social media is constantly changing with the development of new apps almost
daily. With the increase in access and use of technology, also comes an increase in the risk of what children are exposed to. 

This guide is an effort to educate parents about the usage of the Intenet and Social Media platforms to ensure that children are safe while
online. We've compiled various online resources, from reputable sources, that provide practical, digestible advice to help you navigate
converstations and establish boundaries, rules, and regulations with your children. 

About this Guide

At what age should kids have access to the Internet and/or Social Media Apps? 
In a nutshell, this is a rule that should be decided upon the parent, and not all
parents will agree on the same age. The importance shouldn't be placed on
when they should have access, but how they access the Internet and what
guidelines are in place to ensure their safety. Keep in mind, children are highly
resourceful and curious, they will find ways to get access, so trusted
communication is a first between parent and child. 

What social media apps are kids using right now? 
Twitter, TikTok, YouTube, most adults know the typical social media apps out
today, but new ones are being developed all the time. When is the last time
you, as an adult or parent, asked your friends or coworkers about any new
apps or looked around in the app store for what's trending? Guaranteed,
your children have, making it difficult for parents to keep up with what is out
there. 
Common Sense Media, outlines some of the most popular types of apps
and websites that children are accessing. The more you know about each,
the better you'll be able to communicate with your child about safe choices.
Ultimately, if children are using social media apps respectfully,
appropriately, and with a little parental guidance, they're mostly fine.

https://www.commonsensemedia.org/articles/18-social-media-apps-and-sites-kids-are-using-right-now
https://www.commonsensemedia.org/articles/apps-to-watch-out-for
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River Bridge Regional Center is a nationally
accredited child advocacy center. River

Bridge is a calm, neutral facility where law
enforcement and child protection work

together to investigate child abuse
allegations. Mental health therapists,

medical providers, and family advocates
help children and families heal. The District

Attorney's office is supported in holding
offenders accountable. 

River Bridge also provides outreach and
education to the community about child
abuse, in hopes of breaking the cycle of

abuse. 

504 &520 21st Street 
Glenwood Springs, CO 81601

970-945-5195
email: info@riverbridgerc.org 

www.riverbridgerc.org 

All clients are referred to River Bridge
by Department of Human Services

and/or Law Enforcement.

If you suspect abuse or have a concern
about a child, please contact your local

law enforcement and report to:

More RULES 'N TOOLS® FOR PARENTS, EDUCATORS,
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Implement both safety rules and software tools to protect children online. Focus on
the positives of Internet use while teaching children about the dangers and how to
make wise choices online.

RULES
Establish an ongoing dialogue and keep lines of communication

      open.
Supervise use of all Internet-enabled devices.
Know your child’s online activities and friends.
Regularly check the online communities your children use, such as social
networking and gaming sites, to see what information they are posting.
Supervise the photos and videos your kids post and send online.
Discourage the use of webcams and mobile video devices.
Teach your children how to protect personal information posted online
and to follow the same rules with respect to the personal information of
others.
Be sure your children use privacy settings.
Instruct your children to avoid meeting face-to-face with someone they
only know online or through their mobile device.
Teach your children how to respond to cyberbullies.
Establish an agreement with your children about Internet use at home
and outside of the home.

TOOLS
Set age-appropriate !lters.
Consider using monitoring software, especially if you sense 

      your child is at risk.
Periodically check your child’s online activity by viewing your browser’s
history.
Set time limits and consider using time-limiting software.
Disallow access to chat rooms and only allow live audio chat with
extreme caution.
Limit your child’s instant messaging (IM) contacts to a parent-approved
buddy list.
Use safe search engines.
Set up the family’s cyber-security protections.
Utilize parental controls on your child’s mobile phone and other mobile
devices.

R E P O R T  A N Y  C O N T E N T  O R
A C T I V I T Y  T H A T  Y O U  S U S P E C T  A S
I L L E G A L  O R  C R I M I N A L  T O  L O C A L

L A W  E N F O R C E M E N T  A N D  T O
T H E  N A T I O N A L  C E N T E R  F O R

M I S S I N G  &  E X P L O I T E D  C H I L D R E N
A T  W W W . C Y B E R T I P L I N E . C O M  O R

A T  1 - 8 0 0 - 8 4 3 - 5 6 7 8 .
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Los niños de todas las edades hoy en día tienen un mayor acceso a dispositivos que incluyen, entre otros, teléfonos inteligentes, tabletas y
consolas de juegos. Hoy, el 97 % de los adolescentes dice que usa Internet a diario, en comparación con el 92 % de los adolescentes en
2014-15 que dijo lo mismo (Teens, Social Media and Technology 2022, Pew Resarch Center). El panorama de las redes sociales cambia
constantemente con el desarrollo de nuevas aplicaciones casi a diario. Con el aumento en el acceso y uso de la tecnología, también
aumenta el riesgo al que están expuestos los niños.

Esta guía es un esfuerzo para educar a los padres sobre el uso de las plataformas de Internet y redes sociales para garantizar que los
niños estén seguros mientras están en línea. Hemos compilado varios recursos en línea, de fuentes confiables, que brindan consejos
prácticos y digeribles para ayudarlo a navegar conversaciones y establecer límites, reglas y regulaciones con sus hijos.

Acerca de este guía

¿A qué edad deben los niños tener acceso a Internet y/o aplicaciones de redes
sociales?

En última instancia, esta es una regla que debe ser decidida por los padres, y no
todos los padres estarán de acuerdo en la misma edad. No se debe dar
importancia a cuándo deben tener acceso, sino a cómo acceden a Internet y
qué pautas existen para garantizar su seguridad. Tenga en cuenta que los niños
son muy ingeniosos y curiosos, encontrarán formas de obtener acceso, por lo que
la comunicación confiable es lo primero entre padres e hijos.

¿Qué aplicaciones de redes sociales están
usando los niños en este momento?
Twitter, TikTok, YouTube, la mayoría de los adultos conocen las aplicaciones
típicas de redes sociales hoy en día, pero se están desarrollando nuevas
todo el tiempo. ¿Cuándo fue la última vez que usted, como adulto o padre,
preguntó a sus amigos o compañeros de trabajo sobre nuevas aplicaciones
o buscó en la tienda de aplicaciones las tendencias? Garantizado, sus hijos
lo han hecho, lo que dificulta que los padres se mantengan al día con lo que
hay.
Common Sense Media, describe algunos de los tipos de aplicaciones y sitios
web más populares a los que acceden los niños. Cuanto más sepa sobre
cada uno, mejor podrá comunicarse con su hijo sobre opciones seguras. En
última instancia, si los niños usan las aplicaciones de las redes sociales de
manera respetuosa, apropiada y con un poco de orientación de los padres,
en general estarán bien.

Cómo Hablar Con
Sus Hijos Sobre...
SEGURIDAD EN INTERNET Y REDES SOCIALES
Una guía para padres y cuidadores

E S C A N É A M E

E S C A N É A M E

https://www.commonsensemedia.org/articles/18-social-media-apps-and-sites-kids-are-using-right-now
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River Bridge Regional Center es un centro
de defensa de niños acreditado a nivel
nacional. River Bridge es una instalación
tranquila y neutral donde la policía y la

protección de niños trabajan juntas para
investigar las acusaciones de abuso

infantil. Los terapeutas de salud mental, los
médicos profesionales y los defensores de
la familia ayudan a los niños y las familias

a sanar. La oficina del Distrito Fiscal recibe
apoyo para que los delincuentes sean

responsables.
En River Bridge también damos educación
a la comunidad sobre el abuso de niños,
con la esperanza de romper el ciclo de

abuso.

504 &520 21st Street 
Glenwood Springs, CO 81601

970-945-5195
email: info@riverbridgerc.org 

www.riverbridgerc.org 

Todos los clientes son referidos a River
Bridge por el Departamento de

Servicios Humanos y/o Aplicación de
la Ley.

Si sospecha abuso o tiene alguna
inquietud acerca de un niño,

comuníquese con

Más REGLAS Y HERRAMIENTAS® PARA PADRES, EDUCADORES Y OTROS ADULTOS
ATENTOS
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Implemente reglas de seguridad y herramientas de software para proteger a los
niños en línea. Concéntrese en los aspectos positivos del uso de Internet mientras
enseña a los niños sobre los peligros y cómo tomar decisiones inteligentes en línea.

NORMAS
Establecer un diálogo continuo y mantener líneas de 

      comunicación abierto.
Supervisar el uso de todos los dispositivos habilitados para 

       Internet.
Conozca las actividades en línea y los amigos de su hijo.
Revise regularmente las comunidades en línea que usan sus hijos, como
las redes sociales y los sitios de juegos, para ver qué información están
publicando.
Supervise las fotos y videos que sus hijos publican y envían en línea.
Desaliente el uso de cámaras web y dispositivos móviles de video.
Enseñe a sus hijos cómo proteger la información personal publicada en
línea y seguir las mismas reglas con respecto a la información personal
de los demás.
Asegúrese de que sus hijos utilicen la configuración de privacidad.
Indique a sus hijos que eviten reunirse cara a cara con alguien que solo
conocen en línea o a través de su dispositivo móvil.
Enseñe a sus hijos cómo responder a los acosadores cibernéticos.
Establece un acuerdo con tus hijos sobre el uso de Internet en casa y
fuera de casa.

CONJUNTO DE HERRAMIENTAS
Establezca filtros apropiados para la edad.
Considere usar un software de monitoreo, especialmente si 

      siente su hijo está en riesgo.
Verifique periódicamente la actividad en línea de su hijo al ver el historial
de su navegador.
Establezca límites de tiempo y considere usar un software de limitación
de tiempo.
No permita el acceso a las salas de chat y solo permita el chat de audio
en vivo con extrema precaución.
Limite los contactos de mensajería instantánea (IM) de su hijo a una lista
de amigos aprobada por los padres.
Utilice motores de búsqueda seguros.
Configure las protecciones de ciberseguridad de la familia.
Utilice controles parentales en el teléfono móvil de su hijo y otros
dispositivos móviles.

R E P O R T E  C U A L Q U I E R  C O N T E N I D O
O  A C T I V I D A D  Q U E  U S T E D

S O S P E C H E  C O M O  I L E G A L  O
C R I M I N A L  A  L A  P O L I C Í A  L O C A L  Y  A
E L  C E N T R O  N A C I O N A L  P A R A  N I Ñ O S

D E S A P A R E C I D O S  Y  E X P L O T A D O S
E N  W W W . C Y B E R T I P L I N E . C O M  O  A L
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